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Instructions. 

 
2. Many staff will use the camera or video option included in their 

county-issued cell phone and should be familiar with the functions on 
the camera, as well as image storage, prior to utilizing. ICMS Lite has 
a function that allows staff to take a photo and upload the photos 
directly to ICMS. A user’s guide is on PROB-NET.  

. 
 

3. Integrity of Photos 
 

In order to ensure the photos are stored to the appropriate case number 
and to maintain chain of custody, if the digital image is being used  as 
evidence, the DPO will do one of the following as available: 

 
a. Take a photo of the probationer, then photograph image or 

evidence as needed or, 
 

b. Take a photo of the field book sheet associated with that 
probationer, then photograph image or evidence as needed or, 

 
c. As a last resort, write the ML number in large print on a piece of 

paper and photograph it, then photograph image or evidence  as 
needed. 

 
C. Storage of Images 

 
There are five storage options for digital images: 

 
1. Memory card 

 
2. Integrated Document Management System (IDMS) 

 
Refer to IDMS on PROB-NET  

 
Path: Applications tab –Applications Helps –IDMS User Guide. 

 
3. Computer hard drive 

 
Refer to Digital Camera Instructions on PROB-NET. 

 
Path: Applications tab – Users Manuals – Digital Cameras. 

 
4. Digital storage on a county-issued cell phone. 

 
Images taken with the county-issued cell phone will remain in the 
Photos App until deleted. 

 
5. ICMS and ICMS Lite 

Refer to ICMS Lite Instructions on PROB-NET 
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D. Use of Digital Images 

 
Digital camera images are to be secured in the same confidential manner as other 
case related materials maintained in electronic or digital format. 

 
Digital media use is for business-related purposes only, and staff are to follow 
guidelines related to use of email when email is used to transmit images. Case 
related digital media is also subject to the rules of case confidentiality and may not 
be entered into a personally owned computer or other electronic device, unless it 
can be erased and is erased upon completion of task. Privileged digital images 
should not be uploaded to social media websites as it cannot be determined if the 
image you were privileged to witness and capture can be “erased” after use which 
is a violation of the County’s Information Technology Usage Policy. The image 
could also lead to contamination of the evidence, if viewed or shared with those 
involved now or going forward with that case. 

 
 
REFERENCES: 
 

Procedures: 1-1-101 Access to and Release of Criminal Offender Record 
Information (CORI) 

2-1-010 Disposition of Evidence and Contraband 
 

Policies: B-1 Case Confidentiality-Clients' Right to Privacy 
 B-2 Inter- and Intra-Agency Confidentiality 
G-7 Distribution and Use of County Services, Supplies, 

and Equipment 
G-12 Personally Owned Electronic Devices 
G-15 County’s Information Technology Usage Policy 
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